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DERIS Phase I - Objectives and Performance Measures

The Department of Defense has the responsibility for supporting homeland security and mobilizing forces quickly in response to acts of terrorism and weapons of mass destruction. The Department requires a reliable and survivable communications infrastructure to exchange sensitive information nationwide among all levels of the emergency response community.  

The purpose of the DERIS Phase I is to demonstrate the feasibility of using a federated network that leverages existing private and government communications infrastructures to support alert, notification and coordinated response to an extreme interstate emergency among first responders, local, state and federal agencies, to include DoD resources.

The DERIS includes four major pillars; the network, the portal, software applications, and the coordinating activities within Emergency Response community. 

Key Objectives of the DERIS Phase I demonstration include:

Network

· Leverage best processes and means available to the private sector and government for exchanging information up to the Sensitive But Unclassified Level (SBU) among first responder, local, state, and federal agencies.

· Identify options for ensuring High Quality of Service for exchanging video, voice and data within the federated network.

· Identify approximate “costs” for municipal wire and wireless connections into a federated network to support the real-time exchange information for coordinated emergency response activities using video, data, and voice services.

Portal

· Demonstrate the feasibility of having wide accessibility among users with transparent, layered security applications using best available private VPN technologies along with DoD accredited SBU services.

· Have the capability to host distributed web applications using IP.

 Applications

· Demonstrate the ability to share a consistent and useful common operating picture among first responder, local, state, and federal agencies using open standard transmission with little or no additional cost to the end users.

· Evaluate the capability and utility of an automated, integrated nationwide alert and notification system that includes key ER individuals and the general public in selected municipalities.

· Demonstrate the utility of IP-based Incident Management tools to facilitate real-time collaboration among federal, state, and local emergency managers.

Uniting the Homeland Security Community

· Identify existing and “could be” processes for sharing information between federal, state, and local agencies

· Identify highest priorities for information among first responders, local, state and federal agencies.

DRAFT


